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Welcome!

Welcome to the UltraDNS Managed Services Portal (Ul Portal), which you will use for managing your
DNS Records and Domains information.

This guide is designed to be a “cookbook” type of User Guide, with the intent to make it easier for you to
find and accomplish the tasks you are wanting to complete, without having to dig through pages of
examples and reference material to do so. Each section starts with a “How To” to give you the basic
understanding of what the action or section does on the Ul, and why it might be important to you. Once
you understand the basics, you can delve deeper into this guide for more case-by-case scenarios that
may fit your needs.

As always, your feedback is immensely helpful in allowing us to better meet your needs, so please reach
out to our Customer Support team with feedback at , or 1.844.NSR.CUST
(677.2878).
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Logging In

Before you can begin to manage your domains and records, you need to log into the UltraDNS
Management Portal (Ul Portal).

For now, we are only providing one base URL to log into as we continue to finalize our portal and create a
Customer Test Environment (where you can experiment without worrying about breaking anything).

The Ul Portal can be reached at: https://portal.ultradns.neustar

Enter your Username and Password, and then click the Login button.

UltraDNS Usemane
Managed Services Portal password

LOGIN>

ppOTT: 1.844.NSR.CUST (677.2878) | International: +1.571.434.6700

Figure 1 How to Log In

Logging in with Symantec Two Factor Authentication

For users that wish to log in using a Symantec Two Factor Authentication (2FA) device or tool, please
follow the below steps:

1.

Go to https://idprotect.vip.symantec.com/mainmenu.v and download/install for either Mobile or
Desktop depending on your login method.

Once installed, contact UltraDNS Support at 1.844.NSR.CUST (677.2878). You will need to provide
your UserlD for the Ul Portal, along with your Credential ID.

UltraDNS Support will update your account, and send an email with a temporary password to log
into the Ul Portal.

Using the temporary password to log in, add your security code from your 2FA device to the end of
your password to log in.



https://idprotect.vip.symantec.com/mainmenu.v
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a. Your password with security code will look as follows — {password}{security code}

5. Once you have logged in, you can navigate to the section of your account, and click on
Security Preferences.

6. On the Security Preferences tab, create a new password of your choosing.

a. Password must be 6-32 characters long and include at least 3 of the following: an
uppercase letter, a lowercase letter, a numeral, or a non-alphabetic character (such as !, $,
#, %). Spaces are not allowed.

Two Factor Mobile Authentication

For users that do not use the Symantec Two Factor Authentication for their account, we offer Two Factor
Mobile Authentication as an alternative. When enabled, you will receive a six-digit verification code sent
to your registered mobile device each time you attempt to log into your account. Once the code has been
verified, you will be logged in and have full access to the UltraDNS Portal.

The Two Factor Mobile Authentication feature needs to be enabled at
the account level first before it can be enabled per user / at the user
. level.

Enabling Two Factor Mobile Authentication

1. Once you are logged into the UltraDNS Portal, click the My Profile link in the upper right hand corner
of the screen.

2. Verify that there is an accurate and up-to-date Mobile Number provided, as this will be the mobile
number to which the verification code is sent to.

3. Click Save.

Make sure the Mobile Number field adheres to the required
(International Public Telecommunication Numbering plan) format. Do not
include spaces or dashes in your mobile number.



https://en.wikipedia.org/wiki/E.164
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My Profile

Contact Information

First Name:

Last Name:

Primary Email:

Secondary Email:

Phone Number:

Fax Number:

Company Name:

Address 1:

Address 2:

Country:

State/Province:

ZIP Code:

Figure 2 Two Factor Mobile Auth — Enable Step 1

4. Next, click the Security Preferences tab. In the Two Factor Authentication section, click on the
drop-down menu and select Enabled.

a. An error message will appear if any of the following issues arise:
i. User has not provided the mobile number in the My Profile section.
ii. The Two Factor Mobile Authentication service is currently down.

iii. The Mobile Number provided is not in the correct format.
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Inactivity Timeout

Inactivity Timeout:

Password Expiration

Password Expiration:

Two Factor Authentication

Mobile Authentication:

Figure 3 Two Factor Mobile Auth — Enable Step 2
5. Check your mobile device for a six-digit verification code, and then enter the number into the “Enter

Verification Code” section.

6. Click the Submit button.

Two Factor Authentication

A new Verification Code has been sent to xxx-xxx-3667 per your request. If you do not receive the new code in 60 seconds, verify your mobile number and try again.

Mobile Authentication:

Enter Verification Code:

Figure 4 Two Factor Mobile Auth — Enable Step 3

The Two Factor Mobile Authentication feature is now enabled! Any future login attempt will trigger a
Verification Code to be sent to the mobile number, and the code will need to be provided.

The Resend Verification Code button is disabled until the 60 second
iE counter has elapsed to prevent additional verification codes from being
-’ sent. If you receive multiple verification codes, use the most recent code
received.

By default, the verification code is only valid for two minutes after being sent to a mobile device. If you do
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not receive the initial verification code, or it has been accidentally deleted, click the Resend Verification
Code button.

Enter the Verification Code sent to your mobile number

y valid for 2 minutes before a new

Figure 5 Two Factor Mobile Auth - Log In

Disabling Two Factor Mobile Authentication

1. To disable Two Factor Mobile Authentication, click on the My Profile link in the upper right-hand
corner of the screen.

2. Click on the Security Preferences tab.
3. Inthe Two Factor Authentication section, select the Disabled option from the drop-down menu.

a. You will receive a confirmation message that you have successfully disabled the Two
Factor Mobile Authentication feature.

Two Factor Authentication

You have disabled Two Factor Mobile Authentication for the UltraDNS Managed Services Portal. To enable, select the Enabled option from the drop-down menu and provide the new Verification Code. X

Mobile Authentication:

Figure 6 Two Factor Mobile Auth - Disable
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Customer Support

Customer Support can be reached at either 1-844-677-2878 or
Contact Customer Support for further assistance with any of the following issues:

= Invalid mobile phone number on the account.
= If you no longer have access to the mobile phone number provided in the My Profile section.

= |f the mobile phone number provided is valid, but the verification code was never received.
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SAML

Security Assertion Markup Language (SAML) provides the solution for providing both Authentication and
Authorization services for Neustar customers. By sharing security credentials between customers and our
Security Services team(s) at Neustar, we are able to transition your users’ internal login credentials to a
Neustar UltraDNS Managed Services Portal (Ul Portal) username. Once successfully completed, we are
able to create a Single Sign On (SSO) relationship between our services and systems.

We highly recommend you review the SAML Quick Start Guide to avoid any confusion or errors in your
SAML request, as you will need to reach out to Customer Support for further assistance as your SAML
details cannot be updated once they have been submitted.

Initiating SAML Setup
To submit a request to setup SAML from the Ul Portal:

1. Click on Accounts from the left-hand navigation pane.
2. Click on your Account Name.

3. Click on SAML from the header options.

Accounts

|

Customer Contact Information

ion Related Information

he SP and will

DNS Related Information

Figure 7 SAML - Initial Setup Details
4. Complete the required contact information and then click the Submit button.

a. The NamelD Field allows you to determine if your users will be using their email address, or a
designated UserlID value to login.
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5. Once submitted, verify your users’ contact and login information by clicking on the pencil icon and
updating their email address and/or their SSO login details.

a. For users that should no longer be on the Ul portal, please use the Delete Selected Users
button to remove them.

SAML Information

Admin Samluser Security Technical POC Email: ben.ackerman@team.neustar

1234567890

EMAIL D star https://vcurz.sso.security.neustar

UltraDNS Users Details

ementation UDNS
Email

Figure 8 SAML - Map Users for SSO
6. Once updated, click the Map Users for SSO button.
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Edit User Details

admin saml

admin.saml|

admin.saml_ckcsa

Figure 9 SAML - Edit User Details

7. Confirm you have setup all of the required users for SAML, and then click the Confirm Map Users
button.

UltraDNS Users Details

lementation UDNS

Figure 10 SAML - Confirm Mapping of Users

8. Once your users log in with their SSO login credentials, the SAML process will be complete.

10
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Moving Around the Ul

The UltraDNS Managed Services (Ul) Portal has been designed for quick and easy navigation, so that
you don’t waste time navigating through needless trickle down screens to get the section(s) that you need
to. The following image shows the breakdown of the basic navigation principles, as well as the key
sections of your account once you are logged in.

security.

s UltraDNS ©

2

Activity Report 3

Projected Query Volumes

Figure 11 Dashboard Home Screen

aswbhe

Navigation Pane

Whether you just logged into the Ul or have been navigating through different sections, the left-hand
navigation panel is your guide through the Ul. Click on each section to begin exploring all the features
and management that the Ul Portal allows you.

Domain Search Bar

The Domain Search Bar allows you to search for a specific domain name without having to search
through a slew of Domains on the Domains page. When you type in the domain name, a wildcard search
automatically returns the possible matches for your search criteria. Click on the desired domain name,
and then click the magnifying glass to navigate to the domain’s page.

11
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Activity Report

The Activity Report displays the Projected Query Volumes report for the month, for your account. The
graph displays the average Time to Live (TTL) values along with the Daily Query Response time on the
Ul. You can hover over a point on the chart to get additional details.

Activity Report

Projected Query Volumes

Daily Responses -~ MTD Responses Projected MTD Resp (7-day avg) - Projected MTD Resp (30-day avg)

Figure 12 Activity Report

Support and Account Details

Clicking the Support link gives you the option of navigating to either the , or directly to
Neustar's Contact Us home page at

Click the My Profile link to open your account’s profile details, as well as display the Security Preferences
tab.

Tasks

The Pending Tasks icon displays the list of items that are generated by actions that occur when you are
logged into your account.

Some examples of actions that will create a task are:

= Deleting a record or a zone
= Creating a Primary Zone via Zone Transfer
= Creating a Secondary Zone
= Exporting a zone’s details
When you click on the Tasks icon, a list showing the description of each item that triggered a task will

appear. You can delete individual tasks by clicking the X icon next to the task description, or you can click
the Clear All link to delete all the current tasks.

12
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Figure 13 Pending Task List
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Domains

The Domains section of the Ul Portal displays all of the domains that you have created or transferred to
Neustar's UltraDNS Managed Services. These domains can be any of the following types:
= Primary - A domain that is managed by Neustar UltraDNS.

= Secondary - A domain that is managed by Neustar, but obtains its data from a primary name
server that is managed by another entity.

= Alias - A domain that points to (is an alias for) a parent domain. The parent domain must be an
existing primary domain.

For our Secondary Users, you will only be able to create Secondary Domains on the Ul Portal, and will
have limited access to various aspects of the Portal.

If your Domain displays Suspended as the Type, please contact Support for additional
assistance.

Managing Your Domains

Creating a Domain
If you want to create a new domain on the Ul Portal:

1. Click on the Domains section from the navigation pane.

2. Click the Add Domain button.

UltraDNS o

Domains

14
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Figure 14 Domains - How to Create a Domain - Step 1

3. Enter the Domain Name. The format must match either of the following:
a. Example.com
b. Example.com. (with a trailing dot)

4. Select the Type from the drop-down menu.
a. Primary - A domain that is managed by Neustar UltraDNS.

b. Secondary - A domain that is managed by Neustar, but obtains its data from a primary name
server that is managed by another entity.

c. Alias - A domain that points to (is an alias for) a parent domain. The parent domain must be
an existing primary domain.

Add Domain

Figure 15 Domains - How to Create a Domain - Step 2

5. If you have multiple accounts, select the Account from the drop-down menu that the domain should
be associated with.

6. If you want to perform one the Record Import functions, click on the feature below.

7. Once you have provided all the required detalils, click Save Changes.

For additional details about various types of Domains you can create, or different ways you can provide
records, go to the section of this guide.

15
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Creating a Primary Domain
A Primary domain is managed by Neustar UltraDNS. If you want to create a Primary Domain:

1. Click the Add Domain button.
Ensure that Primary is selected in the Type drop-down menu. (Primary is selected by default.)

3. Select an option for Record Import ( ) if you have existing Domains or
Records you wish to add to this Domain.

4. Click Save when finished.

Add Domain

Figure 16 Domains - Creating a Primary Domain

Creating a Secondary Domain

A secondary domain contains data managed on a nhame server outside of the Neustar UltraDNS network.
The secondary domain is transferred and updated via zone transfers into the UltraDNS system. You must
modify your primary nameserver allow-transfer ACLs and firewall security policies for DNS to include the
ten (10) IP addresses listed below. This is the set of IP addresses that will request zone transfers from
your primary nameserver(s) for the Neustar secondary domains.

If you want to create a Secondary Domain instead of the default Primary Domain, change the Type from
the drop-down menu.

As you can see, Secondary Domains provide the capability to use TSIG keys as an additional layer of
security for your Name Server, as well as the Backup Name Server(s) if you choose to add them.

16
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Add Domain

Figure 17 Domains - Creating a Secondary Domain

Creating an Alias Domain

An Alias domain is one that points to (is an alias for) a parent domain. The parent domain must be an
existing primary domain on the UltraDNS Ul Portal.

If you need to create an Alias domain, change the Type drop-down menu to Alias. Then provide the
Original Zone name and click the Save button.

17
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Domains

Add Domain

Figure 18 Domains - Creating an Alias Domain

How to Delete a Domain

Click in the checkbox next to your domain, and then click Delete Selected. You'll see from the message,
that clicking the DELETE button will permanently delete your domain from our system. Please ensure that
deleting the domain is the necessary course of action before continuing.

Delete Domains

WARNING: The following zones will be DELETED FOREVER. Are you sure you want to

proceed?

Domain =

Figure 19 Domains - Delete a Domain

How to Export a Domain

To export the details of a domain to plain a text file:

18
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1. Click Domains from the navigation pane.
Click in the check box for the desired Domain.

3. Click the Export button.

UltraDNS ©

Domains

Figure 20 Domains - Export a Domain

4. The confirmation window will open, displaying the Domain Name, the Type of domain, and the
number of Records in the domain.

Export Domains

Domain %

Cancel

Figure 21 Domains - Export a Domain Confirmation

5. Click the Export again to begin the export of the domain.

6. You can check the progress of the export by clicking on the Tasks icon.

19
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Figure 22 Domains - Exporting a Domain Task and Download

Additional Domain Functions

This section provides alternative methods to creating Domains beyond manually creating them.
Additionally, this section also addresses different filtering and sorting features that are helpful to
narrowing down your Domain search results.

The following features are only available for Primary Domains.

Zone Transfer

The Zone Transfer function initiates a zone transfer from a name server that contains your domain's data.
The current name server must allow zone transfers to the Neustar servers at the following IP addresses.
(Also send DNS NOTIFY and allow TSIG zone transfers to the same IP addresses.)

Allow Transfer

= 23.21.200.163
= 23.21.206.251
= 50.112.240.144
= 50.112.240.145
= 54.75.253.83

= 176.34.183.208

20
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Also Notify

= 54.217.202.161
= 107.21.214.87
= 54.245.253.13

After clicking the Add Domain button from the Domains home screen, select Zone Transfer. You can
provide your TSIG Key information, check the box, and you're your zone information will transfer
automatically into the new domain you are creating.

Add Domain

Zone Transfer &=

Auto-generate Key

Figure 23 Domain Features - Zone Transfer

Copy Domain

Another option is to create a new domain by copying the records in an existing domain currently on the Ul
Portal. When creating a domain, click the Copy Domain button, and then provide the name of the domain

to copy, and then click the Save Changes button.

21
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Add Domain

Copy Domain

Myolddomain.com

Cancel Save changes

Figure 24 Domain Features - Copy Domain

Load a Domain File

The Load a Domain option allows you two different ways to use an existing domain to create your new
domain. You can either:

1. Upload a standard BIND formatted file by clicking the Choose File button.

OR

2. Copy and paste your BIND text into the empty text box.
The following is an example of a BIND file:
$TTL 86400

SORIGIN example.com.
@ 1D IN SOA nsl.example-zone.com. hostmaster.example-zone.com.

2002022401 ; serial
3H ; refresh

15 ; retry

lw ; expire

3h ; minimum

)

22



Domains User Guide neUStar

IN NS nsl.example.com. ; in the domain
IN NS ns2.anotherexample.com. ; external to domain
IN MX 10 mail.another.com. ; external mail provider

nsl IN A 192.168.0.1 ; name server definition

www IN A 192.168.0.2 ; web server definition

ftp IN CNAME www.example.com. ; ftp server definition
hostl IN A 192.168.0.3

host2 IN A 192.168.0.4

srvce.prot.name ttl class rr pri weight port target
_http. tcp.example.com. IN SRV 0 5 80 www.example.com.

Add Domain

Load a Domain File &

Figure 25 Domain Features - Load a Domain File

Domain Filtering and Sorting

Each domain entry on the Domains home page will display the following details:

" Domain Name

= Type - The type of Domain.

23
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= # Recs - The number of records in the Domain.
= Account - The account name that the Domain is assigned to.

" DNSSEC Status - Either Signed (locked) or Un-signed (unlocked).

You can sort the list of domains in either ascending or descending order by clicking on the up or down
arrow in the domain name search bar.

You can also filter domains by using the Type Filter drop-down menu, and select a domain type to
organize the list of displayed domains.

UltraDNS ©

Domains

Figure 26 Domain Filtering and Sorting
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Permissions and Exceptions

You can view the Permissions that all of the configured have for your domain by
clicking the green Key icon underneath the Perms column header.

Exceptions provide a customized permission for a specific Object (i.e. domain, record) on the Ul Portal.
Normally, permissions apply to all Object Types (i.e. Zone, Account, Report) once they are set, but the
exception allows you to set a specific permission level for an object.

For example, if you created Group A in the Users and Groups section, and gave all the users in Group
the permission level of READ WRITE for all Domains, but there is a specific domain name that you want
them to only have READ access for, you would create an exception for that domain name.

Creating an Exception
To create an exception for a Domain:

1. Find your desired Domain name from the Domains list, and then click the green Key icon under the
Perms heading.

2. The Permissions window displays all of the currently configured groups and standalone users, along
with the permission level that each has for the specified domain.

3. Use the slider bar to set the desired permission level for each group or user for the current domain.

a. Standalone users (users not assigned to a group) will appear on the very last page of the
Groups list.

25
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Permissions for zone 00-ben-doc-test.com.

User Group Permissions And Exceptions

Group Exception Permissions

Figure 27 Domains — Permissions and Exceptions - Setting Exceptions
Once you have set all of the new permissions for the desired groups / users, click the Save button.

Each group or user that had their permission changed will have a checkbox next to their name, as well
as a green arrow under the Exceptions header, indicating that an exception is currently in place for the
specified domain (object).

26
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Permissions for zone 00-ben-doc-test.com.

User Group Permissions And Exceptions

Group Exception |Permissions

Close Save

Figure 28 Domains — Permissions and Exceptions - Exceptions Enabled

Resetting Permissions and Exceptions

Once an exception has been created for a group, you can either reset the permission from the specific
domain, or delete it from the Accounts section.

To reset an exception to a Domain:

1. Click the green Key icon next to the domain that has the exceptions set.
2. Click into the checkbox for each Group or User you want to reset the permissions for.

3. Click the Reset Selected Permissions button.

27
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Permissions for zone 00-ben-doc-test.com.

User Group Permissions And Exceptions

Group Exception Permissions

Figure 29 Domains - Permissions and Exceptions - Reset Permissions

4. The permissions will automatically revert back to the default permissions (or the last updated
permissions from the Users and Groups section of the Accounts tab.

Viewing your Domain

Clicking on a Domain name will open the Domain Details. From here, you can manage your Records and
Pools, Properties, DNSSEC details, Zone Transfer settings, or review the Snapshot details for the
specified domain.

Properties
The Properties section displays the following details for your domain:

= General Properties — Displays the basic details for the current domain.

= SOA Record — A Start of Authority (SOA) Record specifies the authoritative name server for the
domain, the email of the domain administrator, the domain serial number, and the timers.

= Name Server — Displays the current Name Servers for the account, along with any possible alerts

28
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for the name servers.

= Aliased Domains — Displays any alias domains associated to the current domain.

UltraDNS ©
0001-zbr-test-1.com.
Properties

GENERAL PROPERTIES

PRIMARY

ALIASED DOMAINS

Figure 30 Domains - Properties

An additional feature available is the Force Zone Transfer function. Clicking this button will automatically
start a transfer of the zone / domain details from your configured Primary Name Server. If the transfer
fails, the Backup Primary NameServer will be initiated.

General Properties
The General Properties section displays the activity for your account.

= Zone Type — The type of zone is associated to your account.
= Last Modified — The date and time your account was last modified on.
= Resource Record Count — The total count of Resource Records on your account.

= Account Name — The account name you are currently logged in with.

SOA Record

Click the Edit button to update your SOA Record details for your domain.

= Primary Nameserver - The nameserver that has the domain's authoritative data.
= Zone contact E-mail - The domain administrator's e-mail address

= Serial - By default, yyyymmddx, where yyyymmdd is the date of the domain creation and x is the
version number of the data, which is automatically incremented whenever the domain data
changes.

= TTL - Defines amount of time, in seconds, that any nameserver or resolver may cache the record.
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= Refresh - The amount of time, in seconds, that secondary nameservers should check for updated
domain data. Pertains only to secondary nameservers that obtain data from the primary
nameserver.

= Expire - The amount of time, in seconds, a secondary nameserver attempts to obtain data from the
primary nameserver. After this time passes, the secondary nameserver expires its data and no
longer hands out answers for the domain. Pertains only to secondary nameservers that obtain data
from the primary nameserver. Note: The Expire value should be much greater than the Refresh and
Retry values. Otherwise, your secondary servers may expire the data before they can upload new
data.

= Min Cache - Defines the amount of time, in seconds, that any hameserver or resolver should cache
a negative response.

= Retry - The amount of time, in seconds, that secondary nameservers should attempt to contact the
primary nameserver if the Refresh time as passed. Pertains only to secondary nameservers that
obtain data from the primary nameserver.

Edit SOA Record

Figure 31 Domains SOA Record - Edit Details

Name Server

The Name Server information is updated every seven calendar days for your account, and displays the
two default Name Server records that are created along with any additional Name Server records you
have created. The “Actual” status of the records is displayed as well.

Aliased Domains

The Aliased Domains section will display any aliased domains that you may have on the Ul.
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DNSSEC (DNS Security Extensions)

DNSSEC authenticates the response origin and denial of existence of a zone. UltraDNS makes it easy to
sign and maintain the necessary keys and resource records, including the following:

® RRSIG: crypto signature of RR data
= DNSKEY (public keys)

o ZSK (signs zone data)

o KSK (signs the zone)

= DS (Digital Signer) verifies trust; secure pointer to checksum of KSK. Similar to an NS record, but
instead of delegating authority, the DS record delegates trust.
= NSEC3 authenticates denial of existence (NXDOMAIN)

DNSSEC Restrictions and Recommendations
UltraDNS has the following limitations and recommendations to zone signing:

= DNSSEC does not support Apex Alias Zones.

= DNSSEC does not support zones with SiteBacker/Traffic Controller or Directional DNS
pools.

= Every record in a DNSSEC-enabled zone is signed, so responses to a query for a record include
the record and an RRSIG record; this increases the record query count.

= UltraDNS does not recommend setting TTLs for DNSSEC enabled zones to less than 5 minutes.
(Go to Accounts, and then click TTL Settings.).

= UltraDNS queues changes to the zone; you must re-sign the zone to complete the changes (open
the DNSSEC tab and click Re-sign).

If you are interested in using DNSSEC and do not see the DNSSEC tab when you open a domain,
contact UltraDNS Support.

Signing a Zone
To sign a zone:

1. Click the Domain Services tab and select the domain you want to sign.
Click the DNSSEC tab.
3. Under the Zone Status section, click the Sign button.
a. UltraDNS queues the request and creates the RRSIG, DS, and DNSKEY records.

4. Once the signing process is complete, you will see details in the Key Signing Key (KSK), DS
Resource Records, and the Zone Signing Key (ZSK) sections.
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Zone Status

UNSIGN

DNSSEC Policies

DNSSEC Signing Next Secure

RSASHA256 NSEC3

30 Present

2048 SHA1

365 0

1024 5 15

Q0 System Generated

Key Signing Key (KSK)

Status Algorithm Key e ective Period Create Next Roll

DS Resource Records

Zone Signing Key (ZSK)

Status Algorithm ec ] (3 e Next Roll

Figure 32 Domains DNSSEC - Sign a Zone

Re-Sign a Zone

Once a zone has been signed, any additional changes to the domain (new records being added, etc.) will
require the zone to be re-signed. Click the RE-SIGN button to update your zone information.

Unsign a Zone

If you no longer want to have your zone signed, you can click the UNSIGN button. A confirmation screen
will appear with additional details reminding you to verify your Delegation Signer (DS) records before
confirming the process.

Click the Confirm button to complete the Unsign action for your zone. As a reminder, this process is
irreversible. You will have to re-sign a zone in the future which will require new Key Signing Keys and
Zone Signing Keys.
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Confirm Unsign Request

y t ign and remove DNSSEC security from this domain. Removing the DNSSEC

The system is rea
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You must verify that any Delegation Signer (DS) recerds for this domain de not exist in the parent
domain. Otherwise, queries to your demain may not resolve

Check with your domain registrar if you are unsure how to verify the existence of DS records in the
parent domain

Are you ready to remove DNSSEC security from this domain?
Select CONFIRM to remove DMSSEC security from this domain.

Select CANCEL to abort and return to the DNSSEC tab (you may retry this proce
from the DNSSEC tab)

Cancel CONFRM

Figure 33 DNSSEC - Unsign a Zone

Zone Transfer

The Zone Transfer section displays the Restrict IPs, Name Server Notify Addresses, as well as the TSIG
Key (if used) for your domain.

Zone Transfer

Restrict IPs

Comments

Description

TSIG Key

Auto-generate Key

Figure 34 Domains - Zone Transfer Overview
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Restrict IPs

The Restrict IPs list identifies the IP addresses that are allowed to request a zone transfer from this
Neustar managed domain. Unless specified, Neustar restricts all zone transfers.

= Only IPv4 format is accepted.

= You can manually configure Restrict IPs for each zone, or, use the Inherit Account Settings to have
the zone automatically use the account-level settings.

o The Inherit Account Settings list of Restrict IPs can be found under the section.

To manually populate the Restrict IP list:

In the Restrict IP panel, click Add.
2. Select an IP Range Type from the drop-down list. Your choices include:

a. |IP Address Start/End - Enter a range of IP addresses using the Start and End IP addresses
of the range.

b. CIDR Notation - Allows you to enter IP addresses in the Classless Inter-Domain Routing
(CIDR) format.

c. Single IP Address - For a single IP address entry.

3. You can add Comments if necessary. For example, you can specify the domain name or other common
text identifiers for the IP number or range.

4. Click Save.

Add Restrict IP

Figure 35 Domains - Zone Transfer - Restrict IPs
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Using the Inherit Account Settings to populate the Restrict IPs:

You can view the current account level Restrict IPs by either clicking the View Account Settings button,
or navigating to the Accounts section of your account, and clicking Zone Transfer.
1. Click the checkbox next to Inherit Account Settings.

a. A warning message appears stating that the account level Restrict IPs will override your
current domain settings.

2. Click OK.

3. The account level list of Restrict IPs will appear under the Restrict IPs section.

Cancel Ok

Figure 36 Domains - Restrict IPs - Inherit Account Settings

To delete one or more Restrict IPs from the list:

1. Click on the checkbox to the left of each Restrict IP that you want to delete.
2. Click Delete Selected.

3. Click Delete to confirm the deletion.

Name Server Notify Addresses

The Name Server Notify Addresses section provides a way to identify the IP address(es) that need to be
notified when there are changes to the Primary zone that initiate a zone transfer.

= Only IPv4 format is accepted.

® You can manually configure the Notify Addresses for each zone, or, use the Inherit Account
Settings to have the zone automatically use the account-level settings.

To manually populate the Notify Address list:

1. Inthe Notify Addresses panel, click Add.

2. Enter an IP address to receive notification of changes to this zone.
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3. You can add Comments if necessary. For example, you can specify recipient domain names or other
common text identifiers for the IP address(es) entered.

4. Click Save.

a. Repeat the above steps for all addresses to be added to the list.

Add Notify Address

Figure 37 Domains - Zone Transfer - Notify Addresses
Using the Inherit Account Settings to populate the Notify Addresses

You can view the current account level Name Server Notify Addresses by either clicking the View
Account Settings button, or navigating to the section of your account, and clicking Zone
Transfer.

1. Click the checkbox next to Inherit Account Settings.

a. A warning message appears stating that the account level Restrict IPs will override your
current domain settings.

2. Click OK.

3. The account level list of name server notify addresses will appear under the Name Server Notify
Addresses.

To delete one or more Notify Addresses from the list:

1. Click on the checkbox to the left of each address that you want to delete.
2. Click Delete Selected.

3. Click Delete to confirm the deletion.

TSIG Key

The Transaction Signature (TSIG) Key section provides a way to enter and maintain the TSIG key for the
domain. TSIG security requires that both sides of a transfer pass the same TSIG key value.
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You can copy a key value from the corresponding server into the TSIG configuration, or Auto-generate
the key in UltraDNS.

NOTE: If you elect to Autogenerate a TSIG Key, be sure to copy and paste the generated value to the
corresponding zone server.

" Only one TSIG Key can be applied to a zone at a time.

To manually add a TSIG Key:

1. Enter a Name for the key.

2. Select the proper Algorithm for the key using the drop-down list. This is either the algorithm used to
generate the key you are copying in, or the algorithm you want to use to generate a new key.

3. Paste (we highly recommend copy and pasting in your TSIG key) or Enter the key value into the
Secret field, or, click Autogenerate Key to have the system provide a key for you.

4. Click Save Key when done.

TSIG Key

Auto-generate Key

Figure 38 Domains - Zone Transfer - TSIG Key
Using the Inherit Account Settings to populate the Notify Addresses:

You can view the current account level TSIG Key by either clicking the View Account Settings button, or
navigating to the section of your account, and clicking Zone Transfer.

1. Click the checkbox next to Inherit Account Settings.

a. A warning message appears stating that the account level TSIG Key will override your
current domain settings.

2. Click OK.

The account level TSIG Key details will appear in the associated fields. You do NOT need to click Save
Key.

To delete the TSIG Key:

1. Click the Delete Key button. The TSIG Key will be instantly removed from the domain.

Snapshot

In UltraDNS, a backup is also known as a Snapshot. A zone snapshot represents the state of a zone (i.e.
primarily its RRSet configuration) at the time the Snapshot is created.
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Performing a zone Restore uses the most recent zone snapshot, and overwrites the zone's current
configuration with that of the one stored in the Snapshot. The zone snapshot can be restored at any point
in time, as long as the zone meets the required criteria.

Snapshot or Restore are background activities, and as such, it is highly recommended that you refrain
from performing any activity that could change the zone configuration while a Snapshot or Restore is in-
progress. Doing so might lead to data inconsistency or other unexpected results.

Snapshot Restrictions

= A zone can have a maximum of one Snapshot at a time. In other words, a zone snapshot request
will either create a Snapshot (if it does not already exist), or will overwrite the existing Snapshot (if it
already exists).

= Snapshot and Restore only supports primary zones
=  The zone should not have more than 50,000 records, including the allowed pool's resource records.
® The zone should not have or include the following:

o Mail Forwarding records.

o Signed zones

o Secondary zones

o Alias zones

o Suspended zones

To Create a Snapshot:

1. Create a Backup Name for the record backup you are about to create.
2. The Description is an optional field.

3. Click the Create Backup button.
4

Once the backup completes, you will see an entry with the Name you provided, the description (if any),
and the date and time the backup was created.
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Snapshot

Description:

+ Create Snapshot

Description

Figure 39 Domains - Create Snapshot

To Restore a Backup:

1. Click the Restore button on an existing backup record.

2. Click the Restore button on the Warning message that states that performing the backup action will

overwrite your existing zone state upon completion.

Once the Restore completes, your new/old zone details will appear in your account.

Snapshot

scription:

+ Create Snapshot

Description

Figure 40 Domains - Restore a Snapshot

To Delete a Snapshot:

It is recommended that you delete any backups that you no longer need.
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1. Click the Delete button next to the backup that you want to delete.

2. Click the Delete button again to confirm the deletion of the backup.

Confirmation

WARNING: The selected snapshot will ' + 'oe DELETED FOREVER. Are you sure you want to
proceed?

x  Cancel +~ Delete

Figure 41 Domains - Delete a Snapshot
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Records and Pools

Now that you have created your domain, you can begin to add your records (in addition to those that were
created by default by the Ul, or that you may have imported or copied over).

The Ul Portal creates two default Name Server (NS) records, which in turn, determine which name
servers are authoritative for the zone. A Start of Authority (SOA) record is also created, and can be found
under the Properties tab.

Important Concepts and Definitions

Before you begin creating records, here are some common occurring field names and their descriptions
that we recommend you familiarize yourself with.

Table 1 Record Fields and Descriptions

Field Type / Name Description

Host The hostname for the record, entered as either a simple, one-part name, or
as a Fully Qualified Domain Name (FQDN) with or without a trailing dot.
Examples:

= hostname

»= hostname.example.biz
= hostname.example.biz.
= example.biz

= example.biz.

FQDN “Fully Qualified Domain Name.” When a field states it requires a FQDN, you
must provide the domain name with dot separators.

For example:
= hostname — This is not a FQDN.
= hostname.example.com — This constitutes a FQDN.

TTL The Time to Live for a record. Provided as an integer value.

This field is not required, and if left empty, will be set to the default value
(which can be specified from the Properties tab of your account) of the
record type.
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Records

What is a DNS Record?

DNS records are resource records that tell a DNS server which IP address each domain is associated
with, as well as how to handle requests sent to the domain. When someone visits a website, a request is
sent to the DNS server and then forwarded to the web server provided by a web hosting company, which
provides the data contained on the website.

A short string, such as “A,” “CNAME,” or “TXT,” denotes the type of commands that dictate the actions of
the DNS server, and these strings of commands are called DNS syntax. You can find the various record
types that we support available on the portion of this guide.

http://www.pcnames.com/articles/what-are-dns-records provides additional details about DNS records.

Adding a Record
1. Click Domains from the Navigation panel, and then click on your domain name from the list.

a. Now that you're looking at your detailed domain information, you will by default, be under the
Records tab.

2. Scroll through the list of record types, and then click the Add Record button next to the record type
you want to add to your domain.

UltraDNS ©

whoswho.com.

Records

A (Address - IPv4)

AAAA (Address - IPv6)

CNAME (Canonical Name / Alias)

NS (Nameserver)

PTR (Pointer)

Figure 42 Records — Add a Record Step 1

3. We will use the A Record as an example.
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Records
A (Address - IPv4)
HOST POINTS TO

directionalgroupxi.whoswho.com.

nightcrawler.com.whoswho.com.

mystique.com.whoswho.com.

Colossus.com.whoswho.com.
NegasonicTeenageWarhead.com.whoswho.com.

mydeadpool.com.whoswho.com.

AAAA (Address - IPv6)

CNAME (Canonical Name / Alias)

Figure 43 Records — Add a Record Step 2

4. Each record type can require different details as they pertain to that record type. Once you have
finished providing the details requested in the Add Record screen, click the Save button to finish the

creation of your record.

Add Record: A (Address - IPv4)

oCreateAnARecord.com)|

Figure 44 Records — Adding a Record Step 3

5. Once you save your record, it will appear immediately under the record type on your screen.
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How to Edit a Record
Once you've created a record, you can easily go back and change the information you’ve provided in the

various fields. Next to each record type there is a green pencil icon.. Clicking this icon will open the
edit record screen.

We will once again use an A record type for this example.

A (Address - IPv4)
HOST POINTS TO
howtocreateanarecord.com.whoswho.com.

directionalgroupx1.whoswho.com.

nightcrawler.com.whoswho.com.
mystique.com.whoswho.com.
Colossus.com.whoswho.com.
NegasonicTeenageWarhead.com.whoswho.com.

mydeadpool.com.whoswho.com.

AAAA (Address - IPv6)

CNAME (Canonical Name / Alias)

Figure 45 Records - Edit a Record

You will see the top of the dialogue box display “Edit Record,” and your previously submitted data will be
present. Make any changes you need to, and then click the Save Changes button when you are done.

It is important to note that not every field can be edited in this way. For example, the Host section cannot
be changed once the record is created. For fields that cannot be changed, you will not see a dialogue box
item.
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Edit Record: A (Address - IPv4)

Figure 46 Records - Edit a Record Step 2

How to Delete a Record

If you have records that you no longer need, you can easily delete them using the Ul. However, once you
delete a record, there is no way to retrieve it so you will have to create new records again. If you do
delete a record by mistake, and confirm the deletion, then you will have to recreate that record.

To delete a record, click in the checkbox next to the record name, and then click the Delete Record
button.

Records

A (Address - IPv4)

HOST POINTS TO

howtocreateanarecord.com.whoswho.com.
directionalgroupx1.whoswho.com.

nightcrawler.com.whoswho.com.
mystique.com.whoswho.com.

Colossus.com.whoswho.com.

NegasonicTeenageWarhead.com.whoswho.com.

mydeadpool.com.whoswho.com.

Figure 47 Records — How to Delete a Record

You'll be able to verify the records that you have marked for completion, and then verify by clicking the
Delete button.
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Delete Record

WARNING: Record(s) below will be DELETED FOREVER. Are you sure you want to proceed?

Retain Ret

Figure 48 Records — How to Delete a Record Confirmation

Sorting and Viewing

There are several features on the Ul Portal to assist you in viewing and filtering specific records or pools.

All Records/Pools

A (Address - IPv4)

HOST POINTS TO

howtocreateanarecord.com.whoswho.com.

directionalgroupx1.whoswho.com.

nightcrawler.com.whoswho.com.

mystique.com.whoswho.com.

Colossus.com.whoswho.com.

NegasonicTeenageWarhead.com.whoswho.com.

mydeadpool.com.whoswho.com.

Figure 49 Records - Sorting and Viewing options

1. Search Records — Using the search bar, you can search for a specific record name from your list of
created records. The returned results will be wildcard, meaning any record matching a portion of your
search will be displayed.

2. Records and Pools filtering — Using the filter box, you can narrow down the results you see on your
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screen.

a. All Records/Pools — Every record and/or pool will be displayed when viewing a specific
record type.

b. All Records - Only records not in a pool will be displayed when viewing a specific record
type.

c. All Pools — Only pools will be displayed when viewing a specific record type.

Expand All / Collapse All — Instead of manually expanding and collapsing each record type, you can
click Expand All to open every record type on the screen, or Collapse All to close them all.

Expand / Collapse Record — By default, when viewing the records page, every record will be
collapsed. Clicking the down arrow will open or expand the record details, while clicking the up
arrow will collapse or close the record details.
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Pools

What is a Pool?

A Pool is a collection of records that can be grouped together by record type (A, or AAAA, or TXT) that
allow you to randomly distribute requests to different hosts (CNAMES).

The following list displays the available pool types:

= Resource Distribution (RD)

= Sitebacker (SB)

= Traffic Controller (TC)

= Simple Load Balancing (SLB)
= Simple Monitor/Failover (SF)
= Directional (DIR)

How to Create a Pool
To create a Pool:

Click Domains from the Navigation panel, and then click on your domain nhame from the list.

2. Find the desired Record Type that will make up your pool from the record list, and then click the +Add
Pool button.

a. Note: Not all records can be grouped into pools. For those records that are not compatible,
you will not see the +Add Pool button.

3. Based upon the Record Type you selected, provide the required record/pool details, and then select
the Pool Type from the drop down menu.

a. Inthe following example, we are creating a Directional pool using an A record.
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Add Pool Record: A (Address - IPv4)

Directional (DIR)

Resource Distribution (RD)
Sitebacker (SB)

Traffic Controller (TC)
Simple Load Balancing (SLE)
Simple Monitor/Failover (SF)
Directional {DIR)

Figure 50 Pools - How to Create a Pool

Click Save when you are finished.

Your pool will now be displayed in the matching record section, with a green pool label under the Points
To column.

A (Address - IPv4)

OST POINTS TO

www.mywebpage.com.00-ben-doc-test.com.

ben_rd_test.00-ben-doc-test.com.
dirpool1.primary-example.com.00-ben-doc-test.com.

SBrecord.00-ben-test.com.00-ben-doc-test.com.

arecord.00-ben-test.com.00-ben-doc-test.com.

Figure 51 Pools - Pool Labels in the Record Section
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How to Edit a Pool

A Pool is a collection of records, so when you edit a Pool, you are either able to edit the individual records
that make up the pool, or you can edit the details specific to the pool itself.

For this example, we will edit an A record, that is part of a

1. Click the pencil icon next to the record that that is a part of the pool you want to edit.

Records

A (Address - IPv4)

HOST POINTS TO

www.mywebpage.com.00-ben-doc-test.com.
ben_rd_test.00-ben-doc-test.com.

dirpool1.primary-example.com.00-ben-doc-test.com.

RD POOL

DIRECTIONAL
SBrecord.00-ben-test.com.00-ben-doc-test.com. SITEBACKER

SITEBACKER

arecord.00-ben-test.com.00-ben-doc-test.com.

Figure 52 Pools - Edit a Pool

2. You can click into the Description and/or TTL fields to change the details currently listed. You can also
change the Method type by selecting a new option from the drop-down menu.

3. To add a new record to the pool, type in the new IP address in the Add Record field, and then click
the green plus icon.
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Resource Distribution Pool

Figure 53 Pools - Edit a Pool - Add a Record

4. Toremove a record from the pool, click the green X to the right of the record.
5. Once you have made your changes, click the Save Changes button.

a. Clicking Close will ignore all of the changes you made to the pool and records.

How to Delete a Pool
To delete a pool:

1. Click in the checkbox next to the record / pool, and then click the Delete Record button.

2. A confirmation message will appear to confirm that you want to delete the Pool, but will give you the
option to retain any of the records that make up the Pool, or you can delete all of the associated records.

3. Click the Delete button to confirm the deletion.
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Records

A (Address - IPv4)

HOST

www.mywebpage.com.00-ben-doc-test.com.
ben_rd_test.00-ben-doc-test.com.
dirpool1.primary-example.com.00-ben-doc-test.com.

SBrecord.00-ben-test.com.00-ben-doc-test.com.

arecord.00-ben-test.com.00-ben-doc-test.com.

Figure 54 Pools - Delete a Pool

Delete Record

WARNING: Record(s) below will be DELETED FOREVER. Are you sure you want to proceed?

Delete all

Delete all

Figure 55 Pools - Delete a Pool’s Record(s)
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Available Records and Pool Types

You can find a list of the record types with brief descriptions, as along with the details for each field that is
required to create a given record. For additional field details, please refer back to Record Fields and
Descriptions.

Table 2 Available DNS Record Types

Record Type Description

An “A” record, which stands for “address” is the most basic type of syntax
A (Address — Ipv4) used in DNS records, indicating the actual IP address of the domain.
Regular DNS addresses are mapped for 32-bit IPv4 addresses.

A “AAAA” (“quad A”) record is also an “address” record that indicates the
AAAA (Address — Ipv6) | actual IP address of the domain. It allows for mapping 128-bit IPv6
addresses.

“CNAME” stands for “canonical name” and serves to make one domain an
CNAME alias of another domain. The CNAME record is often used to associate new
subdomains with the DNS records of an existing domain.

“HINFO” stands for “Host Information Record,” and identifies the hardware

HINFO (Host Info) and operating system of a host.

“MX” stands for “Mail Exchange” and contains a list of mail exchange

MX (Mail Exchange) servers that are to be used for the domain.

A “TXT” record lets an administrator insert any text they would like into the

TXT (Text) DNS record, and it is often used for denoting facts about the domain.
RP (Responsible “RP” stands for “Responsible Person,” and the RP record identifies the
Person) contact information of the person (or group) responsible for a host or zone.

“SRV” stands for “Service” and the SRV record is used to define a TCP
(TCP description) service on which the domain operates.

“NAPTR” stands for “Naming Authority Pointer.” The NAPTR record is most
commonly used for applications in Internet telephony, for example, in the
NAPTR (Naming mapping of servers and user addresses in the Session Initiation Protocol
Authority Pointer) (SIP). The combination of NAPTR records with Service Records (SRV)
allows the chaining of multiple records to form complex rewrite rules which
produce new domain labels or uniform resource identifiers (URIS).

SRV (Service Locator)

“SPF” stands for “Sender Policy Framework” and the SPR record is a type of
TXT record that identifies which mail servers are permitted to send email on

SPF (Sender Policy behalf of your domain. The purpose of an SPF record is to detect and

Framework) prevent spammers from sending messages with forged From addresses on
your domain.
“CAA” stands for “Certification Authority Authorization” and its purpose is to
CAA (Certification allow domain owners to declare which certificate authorities are allowed to
Authority issue a certificate for a domain. This record also provides a means for
Authorization) indicating notification rules in case someone requests a certificate from

certificate authority that is not authorized.
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Record Type Description

TLSA (TLS
Association)

Transport Layer Security Authentication (TLSA) provides communication
security across the internet, by using channel encryption. The TLSA record
is used to associate a TLS server certificate or public key with the domain
name where the record is found, thereby forming a “TLSA certificate
association.”

Apex Alias

An “Apex Alias” record basically prevents your users from having to enter
the “www” at the beginning of a URL. Apex Alias allows you to replace an A
record with a CNAME record that resolves to another host name. The Apex
Alias functionality supports both IPv4 and IPv6 resolution, returning A and
AAAA records as appropriate.

SSH Fingerprint

The DNS Secure Shell Fingerprint (SSHFP) record provides a way to verify
Secure Shell (SSH) host keys using Domain Name System Security
(DNSSEC). The SSHFP record is used to provide out-of-band verification,
which looks up the SSHP fingerprint of the server public key in DNS, and
then uses DNSSEC to verify the lookup.

Delegation Signer

The DNS Delegation Signer (DS) record indicates that the delegated zone is
digitally signed and contains the hash of the DNSSEC Key Signing Key
(KSK).

Web Forwarding

A Web Forwarding record is used to redirect queries from a domain to
another site. With web forwarding, you can register misspellings, alternate
extensions (e.g., .biz, .net, etc.) and / or abbreviations, and then forward
them to your primary website.

Table 3 Available DNS Pool Types

Record Type Description

Resource Distribution
Pool

An RD Pool is simply a grouping of type A (IPv4 address) or type AAAA
(IPv6 address) records, in which you can specify how the records answer a

query.

Sitebacker (SB) Pool

An SB pool is a grouping of A or CNAME records that monitors your servers
and redirects traffic to a “hot” standby in case of server failure.

Traffic Controller (TC)
Pool

A TC pool grouping of A or CNAME records that extends SiteBacker as a
Global Server Load Balancing solution.

Simple Load Balancing
(SLB) Pool

Simple Load Balancing (SLB) Pools are used to define a pool of up to five A
records (the live / primary pool), an HTTP / HTTPS / No monitor, and a
backup address. One resource record will be served based upon the
response method configured.

Simple Monitor /
Failover (SF) Pool

A Simple Monitoring pool is designed to provide single resource record sites
with a very basic website availability monitor. This monitor tracks if a website
is available or unreachable, and alerts the customer to unavailability via
email notification.

A Simple Failover Pool is used to define a single address (the live record), a
simple HTTP monitor, and a backup address. If the monitor detects that the
live record is unreachable from too many global regions, the backup
(Failover) record is displayed.

Directional (DIR) Pool

A Directional DNS Pool represents a Directional Load Balancing Pool, which
is a collection of records configured to use your geographic location or
source IP address to determine a response.
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A Records

An “A” record consists of the following three fields:

= Host — The hostname for the record, entered as either a simple, one-part name, or as a Fully
Qualified Domain Name (FQDN) with or without a trailing dot. Examples:

o hostname
o hostname.example.biz
o hostname.example.biz.
o example.biz
o example.biz.
= Points To — The IPv4 address for the domain.

= TTL — The Time to Live (TTL) for the record. Provide as either an integer or an annotated value.
This field is not required, and will be set to the default value if left empty.

Add Record: A (Address - IPv4)

Figure 56 “A” Record Fields
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AAAA Records
An “AAAA” record consists of the following three fields:
" Host

=  Points To — The IPv6 address for the domain.

= TTL

Add Record: AAAA (Address - IPv6)

Figure 57 “AAAA” Record Fields
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Resource Distribution Pool

A Resource Distribution Pool is simply a grouping of type A (IPv4 address) or type AAAA (IPv6 address)
records, in which you can specify how the records answer a query.

Creating an RD Pool

1.

2
3.
4

Select either an A or AAAA record type, and then click the +Add Pool button.
Select Resource Distribution (RD) from the Select Pool Type drop-down menu.
Provide the Host, the Points To, and the TTL (optional).

Click Save when finished.

Add Pool Record: A (Address - IPv4)

Resource Distribution (RD)

Resource Distribution (RD)
Sitebacker (SB)

Traffic Controller (TC)
Simple Load Balancing (SLE)
Simple Monitor/Failover (SF)
Directional (DIR)

Figure 58 Records - Create an RD Pool

Once an RD pool is created, you can edit the pool record to add additional records (IP addresses) under
the pool. You can also edit the Serving Method as well as the TTL value for pool.

The Serving Methods act as follows:

= Round Robin (default) — The records will rotate in priority.
" Fixed — The records will appear in a set order.

= Random — The records will appear in a random order.
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Editing an RD Pool

1. Click the Pencil icon next to the RD Pool record.

A (Address - IPv4)

HOST POINTSTO

www.mywebpage.com.00-ben-doc-test.com.

ben_rd_test.00-ben-doc-test.com.

SBrecord.00-ben-test.com.00-ben-doc-test.com.

RD POOL
dirpool1.primary-example.com.00-ben-doc-test.com. DIRECTIONAL

SITEBACKER

SITEBACKER

arecord.00-ben-test.com.00-ben-doc-test.com.

Figure 59 Records - Editing a Resource Distribution Pool

2. Change the Description, TTL, and/or Method values as needed.
3. Click into the Add Record field, and provide a new record.

4. Click the Plus Icon to add the new record to the pool.

58



Available Records and Pools User Guide neustar

Resource Distribution Pool

Figure 60 Editing a Resource Distribution Pool Step 2

5. Click Save to update the pool.

You can use a “drag and drop” function to re-order your records. Click on a record, and then move it to a
new location in the list of existing records.

= The order / rank determines the priority and sorting of the records and how they will be queried. No
two records can have the same priority.

The green X will delete the record from the pool. Whenever you make changes, click the Save Changes
button.
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SiteBacker Pool

A SiteBacker pool is a grouping of A or CNAME records that monitors your servers and redirects traffic to
a host standby in case of server failure.

Creating an SB Pool

1.

2.
3.
4

Select either an A or AAAA record type, and then click the +Add Pool button.
Select Sitebacker (SB) from the Select Pool Type drop-down menu.
Provide the Host and the Points To fields.

Click Save when finished.

Add Pool Record: A (Address - IPv4)

Sitebacker (SB)

Resource Distribution (RD)
Sitebacker (SB)

Traffic Controller (TC)
Simple Load Balancing (5LE)
Simple Menitor/Failover {SF)
Directional (DIR)

Figure 61 Sitebacker Pool - Create a Pool

Editing an SB Pool

Sitebacker pools consists of various tabs of available functions and details that beyond just displaying
associated records. So when editing a Sitebacker pool, there are multiple sections that you can edit.

Pool Information

1.

Once the pool is created, you will be taken to the Sitebacker Pool display.

a. You can also click the pencil icon next to the Sitebacker pool from your records section to
navigate to this section.
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2. From the Pool Information tab, you will see the following details you can edit:

a.

h.

Description — Defaults to the pool name. The description can be a maximum of 255
characters.

Pool Type — Displays if the pool is a Sitebacker pool, or a Traffic Controller pool. This field
cannot be edited.

Failover — Select Enabled if you want to enable a failover record, or Disabled if you wish to
only serve the primary record.

Probing — When probing is Enabled, a probe can be sent to verify that a URL can be
reached, and that the record can be served.

i. Note — Probing cannot be set to Disabled unless Failover is set to Disabled.
Response Method — Determines in what type of order that records will be returned.
i. Round Robin — The records will rotate (in a round robin fashion).
ii. Fixed — The records will appear in the order in which they are set.
iii. Random — The records appear in a completely random order.

Max Active Records - Specifies the maximum number of active servers in the pool, and
determines when SiteBacker takes backup servers offline. For example, consider a pool with
six servers. Setting Max Active to 4 means SiteBacker takes two servers offline and sends the
four active records in the answer.

Max Served Records - Specifies whether all records will be served, or only a specified number
will be.

Configured - Displays the current number of records (including sub-pools) in the pool.

3. Click Save once you make any of your changes.

Pool Information

Configured

Records List

Points To

7.654

Priority

Figure 62 Sitebacker Pool - Pool Information

Records List

The Records List displays all of the currently associated records to the Sitebacker pool. From this section,
you can Add, Edit, or Delete records from the pool list as needed.
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Add a Record

To add a new record to your pool:

Click the +Add Record button.

Provide the IP address or hostname for the record in the Points To field.

Select the Failover Delay value from the drop-down menu, which is measured in minutes.
Check the box to designate if this record will be a part of the All Fail record(s) or not.
Select the Probe Threshold value from the drop-down menu.

Select the Record State value from the drop-down menu.

Choose whether to Enable or Disable Probes for the record.

Provide an integer value for the Priority of the record.

© © N g~ w DR

Click Save when you are finished.

Figure 63 Sitebacker Pool - Add New Record

Records List
The Records list displays your current Sitebacker pool records as follows:

= Points To - Displays the IPv4 address or hostname for the record.

= Record Type - The available record types can include A, SB (SiteBacker) / TC (Traffic Controller),
or CNAME.

= Record State - Lists how the record should behave.

o The default value, Normal, indicates that a pool record succeeds and fails with normal
behavior (that is, SiteBacker serves records with the highest priority first).

o Force Fail - Forces a record into a not-served state.
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o Force Active - Forces a record into a served state.
® Probing - Signifies if Probing is enabled for the record or not.

= Priority - Displays the priority value for the records, which is used to determine the order in which
records are returned via the Response Method.

= Serving - Signifies if the record is Available to Serve or not (meaning if a probe was successful or
not). A green check mark indicates that serving is available, while a red X indicates it is not.

Records List

Points To R ype R d State obing Priority

7.6.5.4

Figure 64 Sitebacker Pool - Records List

Probes

The Probes list includes Enabled (the default) or Disabled.
Tip: Combinations of the Record State and Probes states produce the following results:

= Record State Force Active + Probes Enabled = forces a record into a served state and probes the
record, but does not act on the results

= Record State Force Active + Probes Disabled = forces a record into a served state and does not
probe the record

= Record State Force Fail + Probes Enabled = forces a record into a not-served state and probes the
record, but does not act on the results

= Record State Force Fail + Probes Disabled = forces a record into a not-served state and does not
probe the record

Probe Definitions
There are types of probes:

" Pool probes - These probe types probe all records in a pool.

= Record probes - These probe types probe only a specific record.

Within these two types of probes, are seven probe classes: DNS, FTP, HTTP, Ping, Proxy, SMTP, and
TCP.
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Add New Probe

Region Threshold Probe Interval

HTTP Probe Trsnsactions

URL Method Transmitted Data Follow Redirect

Cancel Save Probe

Figure 65 Sitebacker Pool - Probe Definitions

To Create a Probe

1. Click the +Add Probe button.

2. Select the Probe Type (class) from the drop-down menu.

3. Select the Host type, which can either be Pool, or a specific record within your pool.

4. Click in the Select Regions box to select a maximum of four regions to possibly probe from.

5. Select the Region Threshold value from the drop-down menu. This will determine how many probe
failures are required before a failover occurs.

6. Select the Probe Interval value from the drop-down menu. This will determine how often a probe runs.

7. Based upon the Probe Type selected, the Probe Transactions section will request specific probe
details.

8. Click the Save Probe button when you are finished.
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Probe Types and Definitions

All probes require a Probe Interval (30 seconds or 1-15 minutes) and an Agent Threshold. The Agent
Threshold is the number of agents running the probe that must fail for SiteBacker/Traffic Controller to
consider the probe failed. Records also have thresholds to determine the number of probes that must fall
for SiteBacker/Traffic Controller to fail the record and possibly take further action.

DNS probe

= A DNS probe verifies a DNS service. This probe requires two fields: Port (defaults to 53) and TCP
only (defaults to No, which means that the probe uses UDP first, and then TCP if the UDP fails; Yes
skips UDP and just uses TCP). If you set the Resource Record type to NULL and leave the Name
to query blank, the application sends a bogus A record query and expects a hame error in
response, thus verifying the DNS service. You can complete these fields with valid data for your
site.

= If you select a record in the Resource Record type list and leave Name to query blank, the DNS
probe ensures the query returns a properly formatted response.

= If you select a record in the Resource Record type list and complete the Name to query, the DNS
probe ensures the appropriate record responds to the query. The Resource Record Type AXFR
tests if an AXFR (complete zone transfer) completed successfully. AXFR ignores the Response
field.

FTP probe

= The FTP probe verifies an FTP service. This probe requires Port (typically 21), Passive Mode (if
Yes, initiates both connections to the FTP server), and Path to file (for example, /publ/testfile).

® You can also specify a username and password, if required by your FTP service.

HTTP/HTTPS probe

= The HTTP probe verifies an HTTP service by making a request to a web server and testing the
response. Any status code in a response other than a number in the 200's (including 301 - Moved
Permanently) will fail a probe, regardless of a specified search string.

= The HTTP probe requires Port (typically 80 for HTTP and 443 for HTTPS), Host name, Web page,
Protocol (HTTP or HTTPS), and Method (GET or POST). The Transmitted Data field applies to the
POST method only.

= If Follow Redirects is set to Yes (default is No), and you have configured Web Forwarding
redirection, then SiteBacker will follow the redirection with these restrictions:

"  For DNS-level and web server-level redirects, SiteBacker will follow 300, 301, 302, and 307 redirect
codes.

= For DNS-level and web server-level redirects, SiteBacker will not follow HTTP 303, 304, 305, and
306 redirect codes.

= |If IP addresses are pool records in a Load Balancing pool, and the domain name is the hostname
for the Load Balancing pool, SiteBacker will not recognize the DNS-level redirect; however, if the
domain name is a CNAME pool record, SiteBacker will recognize the DNS-level redirect.

= |If the domain name (example.com) is a CNAME pool record in a Load Balancing pool, redirects
from example.com/pageA.html to example.com/pageB.html will not work, and the HTTP probe will
fail.

65



Available Records and Pools User Guide neustar

= If a non-apex level host name (hostname.example.com) is configured as a CNAME pool record in a
Load Balancing pool, then a redirect to another host name will not work and the HTTP probe will
fail.

Ping probe

® The ping probe determines if a host is reachable across the network via the ICMP echo
request/reply protocol (also known as ping).

= The ping probe requires Number of packets (defaults to 3) and Size of packets (does not include
the IP and ICMP headers and defaults to 56 bytes).

Proxy probe

=  The proxy probe connects to a proxy server and has it request the specified URL.

= The proxy probe requires the URL and Port.

SMTP Availability and SMTP Send Mail probes

= The SMTP probes test a mail server.

=  SMTP Availability requires the Port (default 25), Connect time and Run time.

=  SMTP Send Mail requires the Port (default 25), Mail From Address, Mail To Address, Connect time
and Run time.

TCP probe

= The TCP probe attempts connection to a specified port (Port is the only required field). If you
specify a Control IP Address, you can provide a control mechanism that allows the web
administrators to stop the TCP port on the control system and thus cause a failover of resources to
backup resources.

Scheduled Events

The Scheduled Events tab lists any upcoming events for your pool records. For example, you can
schedule an event to test the failover functionality of your pool.

Schedule an Event

1. Click the +Add Event button.
2. From the Select Host drop-down menu, select a record.
3. Select an Event Type from the drop-down menu:

a. The default value, Normal, indicates that a pool record succeeds and fails with normal
behavior (that is, SiteBacker serves records with the highest priority first).

b. Force Active - Test forces a record into a served state and probes the record, but does not
act on the results.

c. Force Active - No Test forces a record into a served state and does not probe the record.

d. Force Fail - Test forces a record into a not-served state and probes the record, but does not
act on the results.

e. Force Fail - No Test forces a record into a not-served state and does not probe the record.
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4. Select how the Notify On configuration should be set.
a. Never Notify - You won't receive notifications related to the scheduled events.
b. Notify only on error - You will only receive an email notification if there is an error or failure.

c. Notify on error and success - You will receive an email naotification for both failures and
successes.

5. Select the check box for Recurring Event if you wish to schedule this event more than once.

Select the Event Start by either typing in a date by following the designated format, or by using the
calendar icon. Additionally, you can set the specific hour and minute you want the event to begin.

7. Click Save when you are finished.

Schedule an Event

Figure 66 Sitebacker Pool - Scheduled Events

Notifications

The Notifications tab allows you to add email addresses that you can then associate different notification
types to.

1. Inthe Email List section, provide a valid email address in the addr-spec format. Multiple email
addresses can be separated with a space or comma.

2. Once an email address is provided, select the different event types for each record that you want to
receive notifications for.

a. Probe Event
b. Record Event
c. Scheduled Event

3. Click Save once you've added the necessary email addresses, and selected the notification types per
record that you want to receive.
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Add New Notification

Email List

Notifications Set

Pool Records Probe Event Record Event Scheduled Event

Figure 67 Sitebacker Pool - Notifications

Alerts
The Alerts section displays all of the alerts for the pool's probes. The alerts page is laid out as follows:

= Latest Probe Status - Displays the most recent returned probe status result.
= |P Address - Displays the IP Address that was probed / associated to the probe.

= Probe Type - Displays whether the Probe was a POST (send a request) or a GET (receive a
response).

= Date/Time - The Date and Time in which the alert occurred.
Click on the link for the probe alert to obtain additional alert details.

Tip: Add an email addresses to the Notifications section for automatic event notifications.

Alerts List

Lates obe us IP Address Date/Time

Figure 68 Sitebacker Pool — Alerts
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Traffic Controller Pool

A Traffic Controller (TC) pool is a grouping of A or CNAME records that extends SiteBacker as a Global
Server Load Balancing solution. Traffic Controller and SiteBacker pools are very similar in their makeup,
therefore in this guide, certain tabs may be referred back to the SiteBacker section that has already
explained their usage.

Creating an TC Pool

1.

2
3.
4

Select either an A or AAAA record type, and then click the +Add Pool button.
Select Traffic Controller (TC) from the Select Pool Type drop-down menu.
Provide the Host and the Points To fields.

Click Save when finished.

Add Pool Record: A (Address - IPv4)

Traffic Controller (TC)
Resource Distribution (RD)
sitebacker (SE)

Traffic Controller (TC)
simple Load Balancing (SLE)
Simple Monitor/Failover (5F)
Directional (DIR)

Figure 69 Traffic Controller Pool - Create a Pool

Editing a TC Pool

Traffic Controller pools consists of various tabs of available functions and details that beyond just
displaying associated records. So when editing a Traffic Controller pool, there are multiple sections that
you can edit.
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Pool Information

1. Once the pool is created, you will be taken to the Traffic Controller Pool display.

a.

You can also click the pencil icon next to the Traffic Controller pool from your records section
to navigate to this section.

2. From the Pool Information tab, you will see the following details you can edit:

a.

f.

g.

Description — Defaults to the pool name. The description can be a maximum of 255
characters.

Pool Type — Displays if the pool is a Sitebacker pool, or a Traffic Controller pool. This field
cannot be edited.

Failover — Select Enabled if you want to enable a failover record, or Disabled if you wish to
only serve the primary record.

Probing — When probing is Enabled, a probe can be sent to verify that a URL can be
reached, and that the record can be served.

i. Note — Probing cannot be set to Disabled unless Failover is set to Disabled.

Max Active to LB - Specifies the maximum number of active servers in the pool, and
determines when Traffic Controller takes backup servers offline. For example, consider a
pool with six servers. Setting Max Active to 4 means Traffic Controller takes two servers
offline and sends the four active records in the answer.

TTL - Specifies the Time to Live value for the pool.

Configured - Displays the current number of records (including sub-pools) in the pool.

3. Click Save once you make any of your changes.

Pool Information

Configured

Records List

Points To

9631

Priority

Figure 70 Traffic Controller Pool - Pool Information

Records List

The Records List displays all of the currently associated records to the Traffic Controller pool. From this
section, you can Add, Edit, or Delete records from the pool list as needed.
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Add a Record

To add a new record to your pool:

Click the +Add Record button.
Provide the IP address or hostname for the record in the Points To field.

Select the Failover Delay value from the drop-down menu, which is measured in minutes.

H w DR

Provide an even integer value for the Weight for the record.

a. The Weight value determines the traffic load to send to each server in the pool.
Check the box to designate if this record will be a part of the All Fail record(s) or not.
Select the Probe Threshold value from the drop-down menu.

Select the Record State value from the drop-down menu.

Choose whether to Enable or Disable Probes for the record.

© © N o O

Provide an integer value for the Priority of the record.

10. Click Save when you are finished.

Figure 71 Traffic Controller Pool - Add TC Record

Records List
The Records list displays your current Traffic Controller pool records as follows:

= Points To - Displays the IPv4 address or hostname for the record.

= Record Type - The available record types can include A, SB (SiteBacker) / TC (Traffic Controller),
or CNAME.

= Record State - Lists how the record should behave.
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o The default value, Normal, indicates that a pool record succeeds and fails with normal
behavior (that is, SiteBacker serves records with the highest priority first).

o Force Fail - Forces a record into a not-served state.
o Force Active - Forces a record into a served state.
" Probing - Signifies if Probing is enabled for the record or not.

= Weight — The integer value that helps determine the traffic load that is sent to each server in the
pool.

= Priority - Displays the priority value for the records, which is used to determine the order in which
records are returned via the Response Method.

= Serving - Signifies if the record is Available to Serve or not (meaning if a probe was successful or
not). A green check mark indicates that serving is available, while a red X indicates it is not.

Records List

Points To State P g Weight Priority

9.6.3.1

Figure 72 Traffic Controller Pool - Records List

Probe Definitions

For the Probe Definition details, please refer to the Sitebacker section

Scheduled Events

For the Scheduled Events details, please refer to the Sitebacker section

Notifications

For the Notification details, please refer to the Sitebacker section

Alerts

For the Alerts details, please refer to the Sitebacker section
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Simple Load Balancing Pool

Simple Load Balancing (SLB) Pools are used to define a pool of up to five IPv4 A records (Primary
Records) or IPv6 AAAA records, an HTTP(S) monitor, and a backup (All Fail) IPv4 / IPv6 address. One
resource record will be served based upon the Response Method that is configured.

When using Simple Load Balancing, the defined monitor (probe) sends HTTP(S) GET or POST requests
from four locations pointed at the target addresses once every five minutes. Optionally, the request to the
target system can include HTTP(S) request data, and/or the HTTP response data can be searched for
specific content. If no search string is specified, the probe of the target is considered Successful if any
non-error HTTP response from the target is received. The availability of the target system is evaluated
upon receipt of each successful or unsuccessful probe result from each location.

Creating an SLB Pool

1
2
3
4.
5
6

Select either an A or AAAA record type, and then click the +Add Pool button.
Select Simple Load Balancing (SLB) from the Select Pool Type drop-down menu.
Provide the Host and the Points To fields.

Provide the All Fail Record (the backup record).

Include the HTTP Test URL that will be used to verify the service is available.

Click Save when finished.
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Add Pool Record: A (Address - IPv4)

Simple Load Balancing (SLB}
Resource Distribution (RD)
Sitebacker (SB)

Traffic Controller (TC)
Simple Load Balancing (SLB)
simple Monitor/Failover (SF)
Directional (DIR)

Figure 73 Simple Load Balancing Pool - Create SLB Pool
Editing an SLB Pool

Records

Once your Simple Load Balancing pool is created, you will see three tabs that comprise the pool. The first
tab is the Records tab, that displays the primary records for the pool, and allows you to set the Forced
State, as well as enabling Probes or not.

Add Primary Record

1. Click in the Add Primary Record field, and provide an IP address for the new record.

2. Select the Forced State from the drop-down menu.

a. Not Forced - Indicates the record could be served if the probe succeeds, or will not be served
if the probe fails.

b. Forced Active - Indicates the record should be served even if the probe fails and determines
that the record cannot be served.
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c. Forced Inactive - Indicates the record should NOT be served even if the probe succeeds and
indicates that the record can be served.

Select whether Probing should be enabled or not. If Probing is NOT enabled, the primary record cannot
be served unless the forced state is set to Forced Active.

Click the +Add button to add the new record to the list of Primary Records.

Always remember to keep your All Fail Record up to date, as this will be the backup record served if
the primary records all fail.

Click Save when you are finished adding records to save this list and your settings.

Edit Simple Load Balancing Pool

Primary Records

PROBING

RECORD FORCED STATE ENABLED

87.54.21.65
87.54.21.36
54.63.21.98

2222

Figure 74 Simple Load Balancing Pool - Records
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Information

The information tab provides details about how the records will be served and returned. If you make any
changes to this section, make sure to click the Save button afterwards.

= Description — You can provide a description for the SLB pool if you wish, but by default, it will
display the pool name.

" TTL — The Time to Live in seconds for the pool.

= Response Method — Select a method which is responsible for selecting records to be served in the
return response.

o Round Robin - The order of the records being returned is determined in a "Round Robin"
fashion, based upon the priority of the active records.

o Random - The order of the records being returned is random, and ignores the priority of
the active records.

o Priority Hunt - The order of the records being returned is fixed, and is based on the priority
value of the active records (High to Low). The highest priority record is always returned.

= Serving Preference — Determines if records will be selected from the Primary Records or the All
Fail Records.

o Auto Select - The default serving method, which will serve either the Primary Records or
the All Fail Record depending on the probe results (and the forced state) of the primary
records.

o Serve Primary - Indicates that only the Primary Records are served based upon the probe
results (and the forced state) of the primary records.

o Serve All Fail - Indicates that only the All Fail Record will be served, thereby ignoring the
probe results (and the forced state) of the primary records.

76



Available Records and Pools User Guide neustar

Edit Simple Load Balancing Pool

Information

Round Robin v Auto Select

Round Robin
3

Figure 75 Simple Load Balancing Pool - Information Details

Probe Definition

When using Simple Load Balancing, an HTTP(S) probe is automatically configured for the pool. The All
Fail Record's IP address is not probed. This probe can be configured for either GET or POST. The Probe
monitors the Target System (each record in the Primary Records pool once every 300 seconds from each
of four geographic regions.

Response data can optionally be validated for the presence of specific content from the Search String
field on a successful response. If no Search String is specified, the probe is considered as successful if
any non-error response (not HTTP 2xx response) from the target is received. The probe will follow an
HTTP 3xx Redirect received from the target system. Availability of the target system is evaluated upon
receipt of each successful or unsuccessful probe result from each location.

From the Probe Definition tab, you can do the following:

= HTTP Test URL — Provide an http(s) URL to run a test probe against to verify it can be queried.

= HTTP Method — You can select either GET in an attempt to retrieve data from the test probe, or
POST to send data to the URL with the test probe.

o If you select POST, the Transmitted Data field will appear, allowing you to specify the data
you wish to send.

= Search String — You can provide a specific search string that should be present in a test probe
response for the probe to be considered successful.
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= Region Failure Sensitivity — Allows you to specify the conditions under which UltraDNS will serve
the All Fail Record instead of one of the Primary Records.

o High - Probes in two or more regions are reporting failure of the probe target

o Low - Probes in ALL (four) regions are reporting failure of the probe target.
Once you have provided all of the Probe details, click the Test Probe button to test your newly configured
probe information to verify the functionality of the probe. UltraDNS will attempt to execute the configured

probe towards the probe target system. When the test probe completes, the results will be displayed
below the pool name of your Simple Load Balancing pool.

Edit Simple Load Balancing Pool

Probe Definition

Figure 76 Simple Load Balancing Pool - Probe Definition
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Simple Monitor / Failover Pool

Simple Monitor / Failover (SF) provides probing, notification and failover of a web site's IPv4 address
record to one other IPv4 address.

When using Simple Monitor / Failover, the defined probe sends HTTP(S) GET or POST requests from
four locations towards the target system once every five minutes. The target system may be any host.
Optionally, the request to the target system can include HTTP(S) Request data and/or the HTTP
response data can be searched for specific content. If no search string is specified, the probe of the target
is considered as successful if any non-error HTTP response from the target is received. The availability of
the target system is evaluated upon receipt of each successful or unsuccessful probe result from each
location.

Simple Monitoring is a subset of Simple Failover and Simple Load Balancing (SLB). You can run all the
Simple Failover calls as a Simple Monitor call instead by ensuring that the Failover record information is
removed from the body of the call. Examples will be provided for each call.

Simple Monitoring (SM) is designed to provide single resource record sites with a very basic website
availability monitor. This monitor tracks if a website is available or unreachable, and alerts the customer to
unavailability via email notification. This feature does not provide fail over assistance to an alternative
record (i.e. All fail), nor does it provide any measurement statistics on the health of the website (beyond
whether the site is available or down).

Creating a SF Pool

Select either an A or AAAA record type, and then click the +Add Pool button.

Select Simple Monitor / Failover (SF) from the Select Pool Type drop-down menu.
Provide the Host and the Points To fields.

Optionally you can provide the TTL value.

Provide the All Fail Record (the backup record).

Include the HTTP Test URL that will be used to verify the service is available.

N o g M DN PR

Click Save when finished.

79



Available Records and Pools User Guide neustar

Add Pool Record: A (Address - IPv4)

Simple Monitor/Failover (SF)
Resource Distribution (RD)
Sitebacker (SB)

Traffic Controller (TC)
Simple Load Balancing (SLE)
Simple Monitor/Failover (SF)
Directional (DIR)

Figure 77 Simple Failover Pool - Create a Pool

Editing an SF Pool
When editing a Simple Monitor / Failover Pool, the following options are available:
= Description — You can provide a description for the SF pool if you wish, but by default, it will
display the pool name.
®= TTL — You can set the Time to Live value for the pool (optional).

= Primary — The Primary Record for the pool. This can be changed at any point, and as long as you
are serving the primary record, the Primary Serving section will display “Yes.”

= Add Backup (Failover) — In the event that you have a backup record that you want to failover (fall
back to) should your primary record fail, click in the checkbox. This will display the Failover field.

o Failover — Provide the IP Address for the backup record that you want to failover to in the
event your primary record fails.

o If you are not currently in a failover situation, the Failover Serving will display “No.”
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Edit Simple Failover Pool

Manual Failover

Probe Definition

Figure 78 Simple Monitor / Failover Pool - Edit Pool Details

Probe Definition

When using Simple Monitor / Failover, an HTTP(S) probe is automatically configured for the Primary IP
address. The Failover IP address is not probed.

This probe can be configured for GET or POST. It monitors the target system once every 300 seconds
from each of four geographic regions. If POST is selected, the Transmitted Data section must be
completed. Target system is the configured Primary IPv4 address.

= HTTP Test URL — Provide the URL that you wish to run the probe against.

= HTTP Method — You can select either GET in an attempt to retrieve data from the test probe, or
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POST to send data to the URL with the test probe.

o If you select POST, the Transmitted Data field will appear, allowing you to specify the data
you wish to send.

= Search String — You can provide a specific search string that should be present in a test probe
response for the probe to be considered successful.

= Region Failure Sensitivity — Allows you to specify the conditions under which UltraDNS will serve
the All Fail Record instead of one of the Primary Records.

o High - Probes in two or more regions are reporting failure of the probe target
o Low - Probes in ALL (four) regions are reporting failure of the probe target.

= Click the Test Probe button once you have configured your probe details. The Probe result will
display at the top of the screen once completed.

= Click Save if you made any alterations to the screen.

Probe Definition

Figure 79 Simple Monitor / Failover Pool - Probe Definitions

Manual Failover

In the event that you need to failover to your backup record, as long as you have specified the Failover
record, you can click the Manual Failover button to begin the failover process.

1. Click the Manual Failover button.

2. Verify that the backup record you will be pointing to is correct.

3. Click the Yes button.

a. As per the disclaimer, please allow at least 15 seconds to see the updated Primary Serving
and Failover Serving status changes before proceeding.
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4. Click Save when you are finished.

Edit Simple Failover Pool

Manual Failover

Defir

Figure 80 Simple Monitor / Failover Pool - Manual Failover

Undo Manual Failover

1. To “failback” to your Primary Record, first ensure that the Failover Serving status says “Yes.”
2. Next, make sure the Primary displays the correct IP Address.

3. Click the Undo Manual Failover button.

4. Ensure the details are correct, and then click the Yes button.

a. As per the disclaimer, please allow at least 15 seconds to see the updated Primary Serving
and Failover Serving status changes before proceeding.

5. Click Save when you are finished.
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Edit Simple Failover Pool

Undo Manual Failover

Manual Failover Confirmation

Cancel Yes

Figure 81 Simple Monitor / Failover Pool - Undo Manual Failover
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Directional Pool

A Directional DNS Record represents a Directional Load Balancing (DIR) Pool, which is a collection of
records configured to use your geographic location or Source IP address to determine a response.

Configuration Rules

= Create any Resource Distribution/SiteBacker/Traffic Controller pools first if you plan to route traffic
for a region or group of regions to the RD/SB/TC pools.

= RD/SB/TC pools cannot point to a Directional pool.

= Directional pools on the zone apex (for example, the example.com zone) cannot contain CNAME
records.

= Combinations of A and CNAME records or AAAA and CNAME records are allowed in the same
pool.

= The record type No Response is available for all pools, but other record types may only exist in
their own pool. The No Response record blocks traffic from specified regions by returning No Error,
No Response.

There are three types of possible Directional pools:

= Geolocation & Source IP — Responses are based upon a user's geographic location and IP
address.
= Geolocation — Responses are based upon a user's geographic location.

= Source IP — Responses are based upon a user's IP address.

Conflict Resolves To

If your Directional Pool contains both Geolocation and SourcelP records, then an additional drop-down
menu will appear when you view/edit your pool. When there is a conflict between a matching Geolocation
group and a matching Source IP group, the selected type takes precedence.

Select a record type from the drop-down list, and then click the Save Changes button. Your selection can
be changed at any time, and as often as you need.
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A/CNAME Directional Pool

T,
Geolocation
Pool Records

Groups

IP Primary
@ NA-East Coast

@+ P | All Non-Configured

Figure 82 Directional Pool - Conflict Resolves To

Ignore ECS

Enabling the Ignore ECS option determines whether or not to ignore the EDNSO (which is an extended
label type allowing for greater DNS message size) Client Subnet data when available in the DNS request.
We recommend that if you are not familiar with this concept, do not check the box to enable this feature.

Create a DIR Pool

1. Select either an A or AAAA record type, and then click the +Add Pool button.
Select Directional (DIR) from the Select Pool Type drop-down menu.
Provide the Host and the Points To fields.

Optionally you can provide the TTL value.

o~ wD

Click Save when finished.
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Add Pool Record: A (Address - IPv4)

Directional (DIR)

Resource Distribution (RD)
Sitebacker (SB)

Traffic Controller (TC)
Simple Load Balancing (SLB)
Simple Monitor/Failover (SF)
Directional (DIR)

Figure 83 Directional Pool - Create a Pool

Edit a DIR Pool

After you have created a Directional Pool, you will see the Pool Records screen. From here, you can add
additional records and customize whether you want them to contain Geolocation data, SourcelP details,

or a combination of both.

From the Pool Records screen, you can see the currently associated records, along with the Groups
assigned to them. You can click on
= The “globe” or “earth” icon denotes that the record contains Geolocation data.

= The “IP” icon denotes that SourcelP details are associated to the record.

o To edit either of these fields, click on the icon itself to open the details.

= “All Non-Configured” implies that every geographic region is associated to the record, as well as
any preconfigured SourcelP details.
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A/CNAME Directional Pool

Pool Records

Froups

IP Primary
@+ 1P All Non-Configured

@ North America

Figure 84 Directional Pool - Pool Records

Add a Record - Geolocation

Adding Geolocation details to you record works in a "drill-down™ manner, meaning that you can select
specific st